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Executive Summary

Project Overview

The objective of this project was to identify two keys: KEY001 and KEY002 by
utilizing Linux command line arguments on the Kali Virtual Machine.

Summary of Findings

See below for identified Keys:
KEY001: KEY001-t8DnV+HDpVm9Ey0Y2nUfxA=
KEY002: KEY002-kmrMSsSaaSvbbVz3yW0zaw=

Attack Narrative

In order to identify KEY0O01 and KEY002 I initially changed directories to be
at the root of the system. In other words all directories I searched through
were branches of my starting spot. In order to find KEY001 I utilized the find
command with sudo to give me full permissions in the system. The keyword
[ used for the search was "KEY*” (see figure 1). For KEY002 I used the ps
command to search for all active processes and similar to the find command
the phrase [ searched for was ’KEY’ (see figure 2).
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Figure 2: Screenshot for KEY002.



